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ATTACKS BY SOURCE

Probability of Attacks by Source 2014/2013 in %
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DEFENCE MEASURES TAKEN 2014/2013 (%)

Regular back-ups D 0
Antivirus/security Software I ©©
Regular Updats of Security Software I ©-
Policy management I S
No usage of cloud services B 50

Data encryption ENE 17

Internal Security Policies B, 6

Definition of criticality classes for data — 36

Security awareness training for employees B

Rules on private usage of company infrastructure H
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CONCLUSIONS
Atacks | Natonl v, n1 Roloance | Concluson

Cyber (industrial) Espionage global concern clear benefit by having a no
back door/no spy guarantee,
however limited to about 10%
to 25% of market, but growing

Data Privacy mainly of German (compliance)  Some benefit — but at an
concern overall cost to German
technology leadership
All other attacks global concern Overall quality of security
technology is a necessary pre-
requisite
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IT SECURITY MADE IN GERMANY

What do we need to achieve:

= Leading-edge technology

= No back door / no spying

= |nternational standards and best practices

= Pragmatic data privacy
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G DATA

TRUST IN
GERMAN
SICHERHEIT

..Thank You!

www.gdata.de
www.gdata-software.com
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