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Venue: 
Moscone Center (South Hall/Exhibit Hall, North Hall/Sponsor Hall), 
San Francisco, USA

2016 Expo Hours: 
• Monday, February 29
• Welcome Reception, 5:00 PM – 7:00 PM
• Tuesday, March 1: 11:00 AM – 6:00 PM
• Wednesday, March 2: 11:00 AM – 6:00 PM
• Thursday, March 3: 11:00 AM – 3:00 PM

(March 4 – Only Conference)

Number of Participating Companies 2015: 503

Booth space 2015: 
Gross space abt. 37,000 sq.m.

Visitors 2015: 
22.500t (unaudited, staff  included)

RSA Conference is a cryptography and information security-related 
conference. Its flagship event is held annually in San Francisco, 
United States. RSA Conference started in 1991 as “Cryptography, 
Standards & Public Policy”, a forum for cryptographers to gather and 
share the latest knowledge and advancements in the area of Internet 
security. In 1993 it became an annual event and was renamed the RSA 
Data Security Conference, then by 2000, simply, the “RSA Conference”. 
The conference is vendor-independent and managed by RSA, the 
Security Division of EMC, with support from leaders in the information 
security industry. The multiple day event consists of two entities: the 
conference, which hosts speakers for a variety of topics, and a vendor 
expo. The conference consists of a multitude of presentations on the 
topic of Internet Security.

General Information
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atsec information security GmbH
9130 Jollyville Road, Suite 260
Austin, TX 78759
USA

Phone: +1 512 615-7300
Fax: +1 512 615-7301
info@atsec.com
www.atsec.com

atsec information security GmbH
at booth no: 4020/10Exhibitors

atsec information security is a group of independent standards-based information 
technology security services companies with offi  ces in the U.S., Germany, Sweden, 
China. atsecʼs services include formal laboratory testing and evaluation of information 
assurance (IA) and IA-enabled commercial off  the shelf (COTS) information technology, 
as well as information security consultancy. atsec works with any company that is 
serious about IT security.

atsec has a proven track record of exceeding customer expectations with results that 
signifi cantly contribute to quality and security. atsec’s testing laboratories and services 
are certifi ed against ISO/IEC 17025, ISO 9001, and specifi c testing standards.

atsec operates Common Criteria evaluation facilities for testing according to the Common 
Criteria for Information Technology Security Evaluation (ISO / IEC 15408). atsec is 
also accredited to perform FIPS 140-2 testing for Cryptographic Modules, as well 
as cryptographic algorithm testing and to perform validation of soft ware for SCAP, 
GSA FIPS 201 and TWIC reader testing.



Auconet GmbH
Auconet, Inc.
One Market Street, Spear Tower, 35th Floor
San Francisco, CA 94105, USA

Phone: +1 415 293-8400
Fax: +1 415 293-8001
info@auconet.com
www.auconet.com

Business Infrastructure Control

Auconet GmbH
at booth no: 4020/21Exhibitors

Auconet is the sole provider of scalable solutions that discover, visualize, secure, 
monitor and control – in real time every – device, port, and endpoint in the complex 
IT infrastructure of large enterprises. Auconet customers enjoy freedom from vendor 
lock-in, lower TCO, dramatically higher productivity, and granular control of their 
networks and data centers. Auconet BICS delivers unprecedented network visibility 
and enhanced internal security using MAC (Layer-2) and IEEE 802.1X-based network 
access control - creating the strongest and most stable foundation for ITIL-based 
ITSM processes. With its modular, multi-tenant, high-performance and scalable 
architecture, BICS for Security provides validated real-time CMDB / CMS data in 
networks of any size within one to two days. Global and national leaders in banking, 
insurance, manufacturing, health care, and transportation have relied on and trusted 
Auconet solutions for years.
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Avira Operations GmbH & Co. KG
Avira Inc.
330 Primrose Road, Suite 610
Burlingame, CA 94010, USA

Phone: +1 800 4035207
sales.na@avira.com
www.avira.com

Avira Operations GmbH & Co. KG
at booth no: 4020/22Exhibitors

Avira provides IT security for PCs, smartphones, tablets, servers, and networks – 
through soft ware and cloud services. The company was established 30 years ago, 
now employs over 500 staff , and according to market statistics it is the worldʼs 
second-biggest antivirus soft ware maker by installations.

Meet Avira, the most recent winner of AV-Comparative’s “Performance Test” and 
leading security provider for almost 30 years. Avira’s consistently top-ranking 
technology stems from its experience being at the forefront of innovation in OEM, ISP 
and Reseller channels. With its own engine, Avira uses real-time cloud protection to 
deliver 100% detection rates and prevent zero-day attacks and malware outbreaks. 
Plus, Avira can scale with your business with customized support and zero maintenance 
costs. At RSA this year, Avira will present the next generation of security solutions for 
all types of partners: OEM, Telco/Broadband Operators & Channel Partners.

For free: 
1-year of Avira Antivirus Pro



Boxcryptor – Secomba GmbH
Werner-von-Siemens-Str. 6
86159 Augsburg
Germany

Phone: +49 821 90786151
Fax: +49 821 90786159
info@secomba.com
www.boxcryptor.com

Boxcryptor – Secomba GmbH
at booth no: 4020/16Exhibitors

Boxcryptor is an encryption soft ware optimized for the cloud. It allows the secure use 
of cloud storage without sacrifi cing privacy & comfort.

Boxcryptor – Secure your Cloud

Boxcryptor is an easy-to-use encryption software optimized for the cloud. It allows the
secure use of cloud storage services without sacrificing comfort. Boxcryptor supports
all major cloud storage providers (e.g. Dropbox) and supports all the clouds that use
the WebDAV standard. With Boxcryptor your files go protected to your cloud provider
and you can enjoy peace of mind knowing that your information cannot fall into the
wrong hands. Boxcryptor is the right solution for all private and business needs. Once
you have installed Boxcryptor, you can easily encrypt files and store them in your
cloud provider’s folder. You keep control of your data and enjoy 24 / 7 peace of mind
knowing that your data. Boxcryptor is an easy-to-use encryption software optimized
for the cloud. It allows the secure.
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Bundesdruckerei GmbH
Kommandantenstr. 18
10969 Berlin
Germany

Phone: +49 30 2598-0
info@bundesdruckerei.de
www.bundesdruckerei.de

Bundesdruckerei GmbH
at booth no: 4020/08Exhibitors

Berlin-based Bundesdruckerei GmbH off ers system solutions and services for secure 
identifi cation in both the analogue and digital world and is one of the worldʼs leading 
companies operating in this fi eld. For more information, go to: 
www.bundesdruckerei.de/en or www.full-id-management.de/en.

Bundesdruckerei – Your European IT Security and Trust Service Provider: 
Secure identities for individuals, organisations, objects and websites 

Berlin-based Bundesdruckerei is Europeʼs leading IT security and trust service provider 
and expert for all matters related to “secure identities”. Bundesdruckereiʼs certifi cate-
based security solutions fully comply with the European regulation on electronic 
identifi cation and trust services for electronic transactions in the internal market 
(eIDAS). From a qualifi ed website certifi cate (TLS/TLS-EV) to a qualifi ed seal for legal 
persons, right through to a qualifi ed remote signature for natural persons – an off er 
from Bundesdruckerei is all you need to secure your business activities in the 
28 Member States of the European Union.



CenterTools So� ware GmbH
Mörikestr. 28/3
71636 Ludwigsburg
Germany

Phone: +49 7141 97178-50
Fax: +49 7141 97178-77
sales@centertools.com
www.drivelock.com

CenterTools Software GmbH
at booth no: 4020/11Exhibitors

DRIVELOCK ENDPOINT SECURITY – BULLETPROOF PROTECTION FOR YOUR DATA 
Robust, effi  cient protection against digital threats to your devices. DriveLock soft ware 
from CenterTools combines powerful, multilayer security with flexible management of 
sensitive data.

DRIVELOCK ENDPOINT SECURITY – BULLETPROOF PROTECTION FOR YOUR DATA

Robust, effi  cient protection against digital threats to your devices. DriveLock soft ware 
from CenterTools combines powerful, multilayer security with flexible management of 
sensitive data. The soft ware’s encryption features, in conjunction with application and 
interface controls, helps your enterprise comply with strict legislative requirements 
– without disrupting existing business processes. DriveLock also has rich reporting, 
forensics and antivirus functions, giving you maximum data security with minimum 
administrative overhead. The award winning soft ware solution DriveLock gives 
companies from small through to enterprise the ability to secure their data with 
extremely granular policy control and settings.
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cv cryptovision gmbH
Munscheidstr. 14 
45886 Gelsenkirchen
Germany

Phone: +49 209 167-2479
Fax: +49 209 167-24 v61
info@cryptovision.com
www.cryptovision.com

cv cryptovision gmbH
at booth no: 4020/07Exhibitors

cryptovision is a leading supplier of innovative cryptographic IT security solutions. 
From small devices like citizen e-ID cards, all the way to large scale IT infrastructures, 
more than 100 million people worldwide make use of cryptovision products every day 
in such diverse sectors as defense, automotive, fi nancial, government, retails and 
industry. Based on its 15 year market experience and broad background in modern 
cryptographic techniques, such as Elliptic Curve Cryptography, all cryptovision 
products provide the most state-of-the-art and future-proof technologies.



Detack GmbH
Königsallee 43
71638 Ludwigsburg
Germany

Phone: +49 7141 125150
Fax: +49 7141 125155
info@detack.de
www.detack.de

Detack GmbH
at booth no: 4020/03Exhibitors

Detack is an independent supplier of high quality IT security audits, penetration tests, 
consulting services and self-developed IT security products. Customers across the 
globe and cross-industry value Detack for being a sustainable partner in achieving the 
highest available quality in IT security.

EPAS – Enterprise Password Assessment Solution
EPAS is an on-premises SaaS solution which addresses the vulnerability of weak 
passwords on a corporate scale. EPAS conducts automatic, regular password quality 
assessments, helping to maintain secure passwords in large, heterogeneous 
environments. Being fully scalable, EPAS can audit millions of accounts simultaneously. 
Statistics such as objective password strength (based on i.e. structural entropy), 
password length and password-policy compliance, enable enterprises to eff ectively 
address the security risk of weak passwords. An additional EPAS Password Quality 
Enforcement Module is available to secure that passwords meet necessary security 
requirements when set or changed, in line with the risk category of the information 
they protect.
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digitronic computersysteme gmbh
Oberfrohnaer Str. 62
09117 Chemnitz
Germany

Phone: +49 371 81539-0
Fax: +49 371 81539-900
marketing@digitronic.net
www.digitronic.net

digitronic computersysteme gmbh
at booth no: 4020/15Exhibitors

digitronic computersysteme gmbh, privately owned company, founded 1990 and 
based in Chemnitz, Germany. Since 25 years a dynamic team developes soft ware 
solutions for data security and communication for large or medium sized companies 
or government agencies.

Highest Security for your documents: HiCrypt™ 2.0 Data encryption for network drives, 
incl. 2-factor authentication. No matter where you store your documents you hold the 
key to the safety in your hand. HiCrypt™ 2.0 off ers the highest level of confi dentiality 
for your data, combined with comfortable usability and flexibility. Highlights: No 
backdoor guarantee, made in Germany. Exclusive ownership of your encryption key, 
Disaster recovery. HiCrypt™ 2.0 in the Cloud (for Online Storages and DaaS), mobile 
access with HiCrypt™ Viewer-App. Product security in the automotive industry 
supporting ISO/IEC 27001: With Secure Logon (2-factor authentication) and HiCrypt™ 
2.0 digitronic has been advising and supporting German automotive suppliers who 
have to meet audit criteria and helping them to achieve success for more than two 
years. MyCapp™ensures the platform-independent connection of mobile devices to 
processes that interact confi dentially in the framework of IoT.

For free: 
2 licenses HiCrypt™ 2.0



eco – Association of the Internet Industry
Lichtst. 43 h
50825 Köln
Germany

Phone: +49 221 700048-0
Fax: +49 221 700048-111
security@eco.de
www.eco.de

eco – Association of the Internet Industry
at booth no: 4020/14Exhibitors

eco, with more than 850 member organizations, is the largest Internet industry 
association in Europe. Since 1995, we have been instrumental in the development of 
the Internet in Germany, fostering new technologies, infrastructures and markets, and 
forming framework conditions.

Initiative-S - the website monitoring service for the security of your Internet presence

Over half of all cyber-attacks in the world aff ect small and medium-sized companies. 
Company websites that are infected with malicious soft ware are a danger on the 
Internet, not just for you, but also for your customers and business partners. Take 
advantage of the security service off ered by eco, which aims to increase the IT security 
of companies and make the Internet safer. Let the Initiative-S experts check your web 
presence: It’s easy and convenient. There are three steps: Webpage check, clean, 
and protect. Companies that regularly have the security of their website checked can 
display a security seal on their websites. The website check performed by Initiative-S 
aims to improve Internet security.
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EgoSecure GmbH
Pforzheimer Str. 128 a
76275 Ettlingen
Germany

Phone: +49 7243 35495-0
Fax: +49 7243 35495-10
contact@egosecure.com
www.egosecure.com

EgoSecure GmbH
at booth no: 4020/02Exhibitors

The German security specialist has been innovation leader in the fi eld of Data 
Protection Solutions for the last 10 years. EgoSecure protects more than 
1,850 international companies. The product portfolio off ers solutions for recent 
market issues, e.g. economic espionage, compliance and cloud security.

Insight scans the overall situation of data security in the network. Based on these facts, 
protection requirements are determined. The “Whatʼs New” analysis gives you the 
opportunity to see what has changed in the network. New features in the 10.2 versions 
are: barrier free handling of soft ware; extended whitelist method to centrally manage 
permission to connect second keyboard. Other features of EgoSecure Data Protection: 
Access control to protect companies against “internal attackers”. Content Analysis & 
Filter to integrate overall security concept and to provide options to analyze content, 
fi lter sensitive information from data and block damaged information within incoming 
data. Diverse Encryption modules for removable devices, folders, mails, full disks, 
clouds, networks and Android / iOS.



In� neon Technologies AG
Infi neon Technologies, North America Corporation
640 North McCarthy Boulevard
Milpitas, CA 95035, USA

Phone: +1 866 9519519
support@infi neon.com
www.infi neon.com

Infineon Technologies AG
at booth no: 4020/18Exhibitors

Infi neon Technologies AG is a world leader in semiconductor solutions that make 
life easier, safer and greener. Microelectronics from Infi neon is the key to a better 
future. In the 2014 fi scal year (ending September 30), the company reported sales 
of Euro 4.3 billion with about 29,800 employees worldwide. In January 2015, 
Infi neon acquired US-based International Rectifi er Corporation with revenues 
of USD 1.1 billion (fi scal year 2014 ending June 29) and approximately 
4,200 employees.

Infi neon is listed on the Frankfurt Stock Exchange (ticker symbol: IFX) and in the USA 
on the over-the-counter market OTCQX International Premier (ticker symbol: IFNNY).
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itWatch GmbH
Aschauer Str. 30
81549 München
Germany

Phone: +49 89 6203010-0
offi  ce.muenchen@itwatch.de
itwatch.info

itWatch GmbH
at booth no: 4020/09Exhibitors

itWatch is developing patented IT security innovation in Germany since 1997. The 
products are focused on DLP, endpoint security, encryption, application-, content-, 
print and device-control with cost saving value adds. Customer base large enterprises, 
SMEs and military- ensure investment protection.

itWatch Enterprise Security Suite (itWess)

The itWESS combines solutions for encryption, endpoint security, Data Loss Prevention 
(DLP), technical enforcement of data privacy and technical support of security culture 
by the use of security awareness in real time, application control, content control, 
print control and port & device control like content-fi ltered and encrypted USB control 
incl. protection against BadUSB. Automation is part of itWatch security solutions to 
achieve cost saving value adds at operation. Cost-effi  ciency is the driving factor for the 
development of our products. itWatch products do not only cover endpoint security 
aspects but also server and infrastructure to implement topics like DLP, compliance 
and data privacy actively and cost effi  ciently – real ROI.



QGroup GmbH
Bernerstr. 119
60437 Frankfurt am Main
Germany

Phone: +49 69 905059-0
info@qgroup.de
www.qgroup.de

QGroup GmbH
at booth no: 4020/01Exhibitors

Since 2000, the QGroup has been developing security products, marketed under 
the name QTrust. These products secure the communication of commercial and 
governmental customers.

QTrust 2go integrates the personʼs physical identity into the security concept when 
accessing data, in accordance with QGroup’s IT Security Strategy 2.0. Based on our 
QTrust products, we have developed a solution that allows end customers to carry 
out secure authentication when using a smart card or smartphone to access specifi c 
business areas and applications. The device represents a separate authentication 
channel in this process – the data and applications are released aft er you enter your 
user name and a one-time password. To generate this one-time password, you use 
your smart card or your phoneʼs camera to load a flicker code or a 2D barcode that 
is displayed on the screen. A biometric input is the third identifi cation factor: fi nal 
authentication is by means of fi ngerprint or facial recognition.
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Rohde & Schwarz Cybersecurity GmbH
Mühldorfstr. 15
81671 München
Germany

Phone: +49 89 412911720
info@rohde-schwarz.com
www.cybersecurity.rohde-schwarz.com

Rohde & Schwarz Cybersecurity GmbH
at booth no: 4020/20Exhibitors

Rohde & Schwarz Cybersecurity protects companies and public institutions worldwide 
against espionage and cyber attacks. The company develops and produces high-end 
encryption products, next-generation fi rewalls, network traffi  c analytics and endpoint 
security soft ware as leading-edge technical solutions for information and network 
security requirements.

Rohde & Schwarz, active for over 20 years in the fi eld of IT security, is now expanding 
into this sector. The integration of enterprise security experts gateprotect, ipoque 
and Sirrix has created the new brand “Rohde & Schwarz Cybersecurity” as the 
leading European provider of cybersecurity solutions. The trustworthy IT solutions are 
developed based on the “Security by Design” principle, which proactively prevents 
cyber attacks rather than reacting to a known threat. This new approach even protects 
against complex attacks that use zero-day exploits to expose the weakness of existing 
antivirus soft ware or traditional fi rewalls.



gateprotect GmbH
A Rohde & Schwarz Company
Valentinskamp 24
20354 Hamburg, Germany

Phone: +49 40 27885-0
Fax: +49 40 27885-100 
info@gateprotect.com
www.gateprotect.com

gateprotect GmbH
at booth no: 4020/20Exhibitors

gateprotect GmbH is now part of Rohde & Schwarz Cybersecurity and a global provider 
of network security solutions. It off ers next-generation fi rewalls with all common 
unifi ed threat management features for small and medium-sized companies, managed 
security systems for large enterprises and VPN client systems.

gateprotect � rewalls “made in Germany”
• The next-generation fi rewall Network Protector+ uses one of the world’s fastest  

single-pass engines, ensuring high performance even when all functions are in use at 
the same time, also for Critical Infrastructures (energy specifi c protocol identifi cation 
& decoding)

• The UTM+ fi rewalls from gateprotect comprise innovative security and network 
features for the reliable protection of your network and your data against data 
theft , spam, viruses and malware

• The innovative WebGUI technology from gateprotect allows an easy to-use fi rewall 
administration available in the browser of any device. The WebGUI shows the 
visualization of rules and active services and gives an overview of the entire network
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ipoque GmbH
A Rohde & Schwarz Company
Neumarkt 29 – 33
04109 Leipzig, Germany

Phone: +49 341 594030
cc.ipoque@rohde-schwarz.com
www.ipoque.com

ipoque GmbH
at booth no: 4020/20Exhibitors

ipoque GmbH is now part of Rohde & Schwarz Cybersecurity. ipoque’s protocol and 
application classifi cation engine (PACE) enables network infrastructure and security 
vendors to develop products with intelligent bandwidth control, prioritized quality of 
service delivery and reliable network security. 

For infrastructure vendors: R&S®PACE 2 is an OEM soft ware for application-
awareness, designed to run in virtual environments with no loss of performance. 
Network infrastructure vendors around the world embed R&S®PACE in their physical 
and virtual appliances, soft ware and cloud solutions, such as gateways, fi rewalls 
or WiFi access points wherever intelligent traffi  c management decisions need to be 
made, whether to off load video, realize Service Function Chaining, cache content or 
ensure security by blocking viruses or malware.

For network operators: R&S®Net Sensor, R&S®Net Reporter 2
Together, the new R&S®Net Reporter 2 and the closely integrated R&S®Net Sensor 
intelligent IP probe deliver a powerful, highly versatile, carrier-grade traffi  c analytics
solution for network operators.



Rohde & Schwarz SIT GmbH
Am Studio 3
12489 Berlin
Germany

Phone: +49 30 65884222
Fax: +49 30 65884183
info.sit@rohde-schwarz.com
www.sit.rohde-schwarz.com

Rohde & Schwarz SIT GmbH
at booth no: 4020/20Exhibitors

Rohde & Schwarz SIT GmbH is now part of Rohde & Schwarz Cybersecurity. The 
company provides government-grade encryption and IT security solutions, protecting 
end-to-end communications, wide area networks and electronic identities. German, 
NATO, NIST approvals.

R&S®SITLine ETH - Ethernet Encryptor

R&S®SITLine ETH is a network encryptor family that protects governmental, military 
and enterprise communications against eavesdropping and data manipulation. They 
combine easy roll-out and low administration eff ort with application-specifi c form 
factors and the world‘s broadest bandwidth range, in-fi eld scalable up to 40Gbit/s 
per device and rack unit. They support Ethernet over optical and copper cables, 
microwave and satellite links and are approved for NATO and German RESTRICTED 
classifi ed communications.
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Sirrix AG
A Rohde & Schwarz Company
Im Stadtwald D3 2 
66123 Saarbrücken, Germany 

Phone: +49 681 95986-0
Fax: +49 681 95986-500 
info@sirrix.com
www.sirrix.com

Sirrix AG
at booth no: 4020/20Exhibitors

Sirrix AG is now part of Rohde & Schwarz Cybersecurity. Sirrix AG is one of today’s world 
leading providers of Trusted Computing technology and is considered by authorities and 
companies as a specialist in technological fi elds of cryptography and information security. 

Browser-in-the-Box
The secure browser BitBox is a virtualization-based Zero-Day App-Protection. 
The solution protects user’s client system from internet-based threats. Unlike 
AV solutions, BitBox is eff ective even with attacks and malware with unknown 
signatures. The solution is easy to confi gure, enables for a large-scale rollout and 
update management. 
Secure Browsing with Browser-in-the-Box
• Safe web surfi ng through isolating the Internet from the intranet
• Protection against malware, zero-day exploits and APT 
• Protection of confi dential data
• Full use of convenient, state-of-the-art web technologies
• Central management and LDAP support
• Support for terminal servers and virtualized server environments



secunet Security Networks AG
Kronprinzenstr. 30
45128 Essen
Germany

Phone: +49 201 5454-0
Fax: +49 201 5454-1000
info@secunet.com
www.secunet.com

secunet Security Networks AG
at booth no: 4020/06Exhibitors
secunet is one of Germany’s leading providers of superior IT security, and has been a 
security partner of the Federal Republic of Germany since 2004. At secunet, more than 
350 specialists are focused on issues such as cryptography, e-government, critical 
infrastructure and automotive security.

The capacity to work on the move is increasingly important in the rapidly developing 
working environment. Workstations needs to be flexible. There are high expectations 
in terms of convenience, security and effi  ciency, all at the same time. But frequently 
convenience and productivity are signifi cantly restricted by Internet usage provisions 
and the handling of data; albeit that these are crucial to the necessary security. With 
our SINA Workstation S, a mobile crypto client, and our ultra-mobile SINA Tablet S 
customers can communicate with server areas in a VPN-tunnel-secured manner – 
anytime, anywhere. A key component of the central IT infrastructure in high-security 
networks are our SINA L3 Boxes S. They connect public authority or corporate networks 
via the Internet. Even in complex networks high IT security can be achieved with low 
eff ort: With SINA SOLID (Secure OverLay for IPsec Discovery) a component of the SINA 
L3 Box S dynamic IPsec-based security associations are confi gured automatically.
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Secusmart GmbH
Heinrichstr. 155
40239 Duesseldorf
Germany

Phone: +49 211 44739-0
presse@secusmart.com
www.secusmart.com

Secusmart GmbH
at booth no: 4020/04Exhibitors

Secusmart, one of the world’s leading experts in anti-eavesdropping protection and a 
subsidiary of BlackBerry®, off ers its customers a comprehensive portfolio of eff ective 
tap-proof high-security solutions “Made in Germany” for every requirement.

Secusmart, global expert in secure communications and subsidiary of BlackBerry®, 
is presenting its successful “Made in Germany” high-security solutions at the 
RSA Conference 2016. Using its SecuSUITE for Enterprise security solution, the 
company enables businesses to make secure mobile calls and send encrypted text 
messages regardless of the platform and device being used. With its SecuSUITE for 
Government high-security solution, Secusmart also protects the communications of 
governments outside of Germany as well as agencies and organisations responsible 
for providing emergency services. The trusted and well-established SecuSUITE for 
BlackBerry 10 continues to be responsible for securing the mobile communications 
of German government ministries and agencies.



TÜV Informationstechnik GmbH
Langemarckstr. 20
45141 Essen
Germany

Phone: +49 201 8999-9
info@tuvit.de
www.tuvit.de

TÜV Informationstechnik GmbH
at booth no: 4020/05Exhibitors

TÜV Informationstechnik GmbH (TUViT) is a leading IT security service provider. Our 
experts concentrate on Common Criteria evaluations, cyber security, mobile security, 
industrial security, penetration tests, audits in accordance with ISO/IEC 27001, and 
the testing and certifi cation of data centers.

High Level IT Security Services for Industry 4.0

On the threshold of the fourth stage of the Industrial Revolution, Industry 4.0, 
industrial processes are less directly controlled and monitored by human beings but 
increasingly controlled on a decentralized and dynamic basis by IT. In this intelligent, 
connected world, the threat of external attackers and internal perpetrators is, however, 
increasing. Therefore, IT security measures have to be implemented to defend against 
potential cyberattacks. TÜViT supports its customers with consulting, testing and 
certifi cation services for the effi  cient realization of Industry 4.0 technologies. Moreover, 
TÜViT provides support in developing cyber security awareness and off ers comprehensive 
turnkey solutions for protecting against the risk of cybercrime.
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TÜV SÜD AG
Westendstr. 199
80686 München
Germany

Phone: +49 89 57911660
markus.wimmer@tuev-sued.de
www.tuv-sud.com

TÜV SÜD AG
at booth no: 4020/17Exhibitors

TÜV SÜD is a premium quality, safety, and sustainability solutions provider that specialises 
in testing, inspection, auditing, certifi cation, training, and knowledge services. TÜV SÜD 
is represented in more than 800 locations worldwide and operates globally with a team of 
more than 22,000 experts.

IT Security
Critical systems, infrastructures and data need to be protected from cyber-attacks to 
avoid negative business impacts. Hardware and soft ware assets, automation and 
control systems, online retailing and internet banking services are more and more attacked, 
costing businesses billions of dollars. Therefore a new level of IT security is required to 
reduce operational risks. TÜV SÜD provides a broad range of enterprise and industrial IT 
security services which include:
• IT management system certifi cation (ISO, PCI, IEC 62443)
• IT Security Trainings
• Penetration and robustness testing
• Industrial IT security checks and risk analysis
With our accreditations and profound experience in IT security TÜV SÜD supports you in 
protecting your critical assets against digital attacks.



tyntec GmbH
tyntec Inc.
555 California Street, Suite 4925
San Francisco, CA 94104, USA

Phone: +1 415 5270903
info@tyntec.com
www.tyntec.com

tyntec GmbH
at booth no: 4020/13Exhibitors

Partnering with mobile network operators around the world, tyntec enables 
enterprises, security solution providers and Internet brands to power their 
applications, authentication, and mission-critical communications with universal 
mobile services such as SMS, One-Time Password, voice and Global Number 
Verifi cation.

tyntec enables our customers to fight cybercrime with strong authentication 
technologies that we have been innovating for over a decade. Our secure, mission-
critical SMS messaging off ers the best balance of coverage, reliability, speed, and 
scalability from a single provider. With direct connectivity to operator networks, and 
strict Service Level Agreements (SLAs), tyntec takes 2-Way SMS messaging to the 
highest levels of performance that today’s connected enterprises and OTT services 
require. tyntec’s real-time phone number verifi cation provides key information on your 
user’s phone number such as phone on / off  status and roaming data that enables 
you to stop message loss and unsuccessful call attempts. Optimize messages and call 
routing, cut down on fraud, increase customer conversions, and keep your data clean.

29



Zerti� con Solutions GmbH
Alt-Moabit 91 d
10559 Berlin
Germany

Phone: +49 30 5900300-0
Fax: +49 30 5900300-99
info@zertifi con.com
www.zertifi con.com

Zertificon Solutions GmbH
at booth no: 4020/12Exhibitors

Zertifi con Solutions is one of europeʼs leading IT security soft ware companies. The 
Berlin based company has been securing electronic communication with encryption 
and signing solutions since 1998. Z1 products cover PKI environments, large fi le 
transfer and server-side and client-side encryption.

Z1 SecureMail Gateway Email Encryption & Signing

Z1 SecureMail Gateway delivers security and compliance conformity as well as protection 
against industrial espionage and foreign spying programs. The Gateway provides PKI-
based encryption (S/MIME & OpenPGP) and various secure delivery options including 
encrypted PDF and secure webmail service to ensure spontaneous confi dential 
communication with everyone. Highly automated, policy based processes ensure 
compliance while staying fully transparent for end-users. Z1 SecureMail Gateway 
is used by well over 400 companies in 13 countries, from small business to large 
multinationals and over a wide range of industry segments. The mature and proven 
solution has an enviable reputation for quality, effi  ciency, flexibility and usability.
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