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Veranstalterangaben (DWTC): 
8500+ Besucher 
150+ Aussteller 
300+ Lectures & Workshops 
200+ Sprecher 
 
 
Angemeldete Produktkategorien aus Sektion IT-Sicherheit: 
Application Control 
Application Security, Testing & Control 
Authentication (User Authentication, Biometric Authentication and PKI) 
Automotive Cyber Security 
Behavior Analytics (User and Entity) 
Big Data Security 
Browser Security (Secure Virtual Browser and Remote Browser) 
Cloud Security 
Compliance Management 
Container Security 
Cryptography 
Cyber Maneuver (Network Masking) 
Cyber Threat Hunting 
Data Discovery 
Data Loss (Leakage) Prevention (DLP) 
Data Masking 
Data Security 
Data-at-Rest Encryption 
Database Security 
Data-in-Motion/Transit (Network) Encryption and VPN 
DDoS Protection 
Deception-Based Security 
Digital Forensic Investigation and Computer Forensics 
Digital Rights Management 
Digital Risk Monitoring 
Embedded Security 
Endpoint Protection and Anti-virus 
Endpoint Threat Detection and Response 
File Content Security 
Firewall Configuration and Management 
Fraud Prevention 
GDPR Compliance 
Governance/Compliance Management 
Hypervisor Security 
Identity and Access Management 
Identity Theft Detection 
Industrial Security (ICS/SCADA Security) 
Infrastructure Network & Security 
Internet of Things (IoT) Security 
Intrusion Prevention Systems (and Intrusion Detection Systems) 
Malware Detection and Analysis 
Managed Security Services 
Messaging Security 
Mobile Data Protection 
Mobile Device Management 
Network Access Control 
Network Behavior Analysis and Anomaly Detection 
Network Firewall (includes Next Generation Firewalls) 
Network Monitoring and Forensics 
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Password Manager 
Penetration Testing 
Pervasive Trust Services 
Privacy & Cyber Security 
Risk and Compliance Management 
Risk and Vulnerability Assessment 
Secure File Transfer 
Secure Web Gateway 
Security Configuration Management 
Security Incident Management and Response 
Security Information and Event Management (and Log Management) 
Security Operations Automation and Orchestration 
Security Ratings 
Security Training Software 
Specialized Threat Analysis and Protection 
SSL and Digital Certificate Authority and Management 
Threat Intelligence and Signature Feeds 
Trusted Computing, Cross Domain Security and Multi Level Security 
Unified Threat Management 
Vulnerability Assessment 
Web Application Firewall 
Wireless Intrusion Detection System 
 
 
Angemeldete Besucherprofile aus den Kategorien IT und IT-Sicherheit (C-Level): 
CEO (Chief Executive Officer) 
CIO (Chief Information Officer) 
CTO (Chief Technology Officer) 
CSO (Chief Security Officer)     
CISO (Chief Information Security Officer) 
CDO (Chief Digital Officer) 
Director General 
aus den Verantwortungsbereichen 
Information Security 
AI (Artificial Intelligence) 
Applications 
Critical infrastructure 
Cyber Crime 
Data 
Digital transformation 
e-gov 
Information systems audit 
Innovation 
IoT (Internet of things) 
IT Architecture 
IT Compliance 
IT infrastructure 
IT Operations 
M2M 
Operational risk 
Operational Technology 
R&D 
Risk & Governance 
Smart services 
Strategy 
Technology 
Threat management 
 
 


