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Welcome to the German Pavilion at RSA® Conference 2019!
German Evening Reception
March 6th, 7:00 pm, German Consulate General, 1960 Jackson Street, San Francisco
Get your personal invitation at the German Pavilion

German Panel Session 2019
Innovative Answers to the IoT Security Challenges
Panel discussion about innovative ways for identity management, securely enabling connectivity 
of IoT devices and security for legacy systems while keeping the usability at a high level. 
Moderator: Prof. Dr. Norbert Pohlmann, Director of if (is), Chairman of TeleTrusT – IT Security Association 
The Panelists:
∙   Dr. Kim Nguyen, Managing Director of D-Trust, the Trust Center of Bundesdruckerei
∙   Heinfried Cznottka, Director Business Development, achelos GmbH
∙   Jean-Paul Verheylewegen, Global Sales Manager, MB Connect Line GmbH
March 6th, 1:30 pm – 2:20 pm, Moscone South Esplanade 154 
Sponsor Special Topic Track at RSA® Conference 2019

Meet German Experts in IT Security 
at RSA® Conference 2019

Presented by: In cooperation with: Supported by:
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Federal Ministry for Economic 
Affairs and Energy 
www.bmwi.de

Association of the German 
Trade Fair Industry
www.auma.de

TeleTrusT – IT Security 
Association Germany
www.teletrust.de

DEGA-EXPOTEAM 
GmbH & Co. Ausstellungs KG
www.dega-expoteam.de
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 achelos GmbH
 Vattmannstr. 1
33100 Paderborn
Germany

+49 5251 14212-0
+49 5251 14212-100

info@achelos.de
www.achelos.de

achelos is an independent software development company. We provide innovative technical 
solutions, products and services for security chips and embedded systems as well as test tools 
for CC evaluation. achelos is a cross-industry expert in the areas of security, health, public, 
mobility and IoT.

Qumate.Testcenter makes quality visible
Flexible test center from achelos for automated testing in security relevant application fi elds.
Verify your TLS-IKE/IPSec network connections
Powerful test environment for Transport Layer Security (TLS) and Internet Key Exchange (IKE) /
Internet Protocol Security (IPsec) with focus on test automation and traceable logging to secure 
network protocols. Our tools offer protection from cyber attacks by checking the implementation 
and confi guration of network connections.
Comprehensive CC expert knowledge
Profi t from our certifi ed CC evaluators, comprehensive services and proprietary test tools in their 
effort to comply with the common criteria requirements. Customers benefi t from our strong 
knowledge in embedded technology and secure connectivity management.
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achelos GmbH
at booth no: 5671/7



 ADVA Optical Networking SE
 Fraunhoferstr. 9 a
82152 Martinsried/Munich
Germany

+49 89 8906650

info@advaoptical.com
www.advaoptical.com

ADVA is a company founded on innovation and driven to help our customers succeed. For over 
two decades, our technology has empowered networks across the globe. We’re continually 
developing breakthrough hardware and software that leads the networking industry and creates 
new business opportunities. It’s these open connectivity solutions that enable our customers to 
deliver the cloud and mobile services that are vital to today’s society and for imagining new to-
morrows. Together, we‘re building a truly connected and sustainable future. For more informati-
on on how we can help you, please visit us at: www.advaoptical.com. Our ConnectGuard solution 
has been specifi cally engineered to protect your data wherever it is in the network. To achieve 
such comprehensive security, our ConnectGuard technology is composed of three distinct parts. 
ConnectGuard Optical is designed primarily for data center interconnect applications that need 
to transport enormous amounts of data across geographically dispersed locations. Effective 
network security goes far beyond data centers though and that’s why ConnectGuard Ethernet 
is so critical. It ensures data remains intact as it travels through Layer 2 VPNs. This transforms 
traditional Carrier Ethernet network services into secure and assured connectivity. Finally, we 
offer ConnectGuard Cloud, which harnesses the power of network functions virtualization (NFV) 
to protect connectivity across packet networks in a cloud-native fashion.
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ADVA Optical Networking SE
at booth no: 5671/10



 Avira Operations GmbH & Co. KG
 Avira Inc.
75 E Santa Clara St., Suite 600, 6th fl oor
San José, CA 95113, USA

+1 800 403-5207

oem@avira.com
https://oem.avira.com

OEM Avira’s award-winning anti-malware solutions and access our cyber threat intelligence: 
Get to market faster, protect users better.

Avira partners with the world’s leading cyber-security vendors and service providers. Our threat 
intelligence, APIs, SDKs and on-premise machine learning systems help you protect users from 
malware, zero-day and IoT threats.

Using our world-wide network of consumers and technology partners we build visibility to the 
rapidly developing threat landscape. From their endpoints, fi rewalls, gateways, routers and cloud 
security systems, we collate, analyze and develop world-class intelligence.

Avira delivers this intelligence to our OEM partners through easy to access and licence APIs, 
threat feeds, advanced anti-malware SDKs and white-labelled, consumer-ready, solutions.

8 EXHIBITORS

Avira Operations GmbH & Co. KG
at booth no: 5671/11



befi ne Solutions AG – The Cryptshare Company 
18 Commerce Way, Suite 2650
Woburn, MA 01801
USA 

+1 516 5441365

bob.dozois@cryptshare.com
www.cryptshare.com

Founded 18 years ago in Freiburg, Germany, befi ne Solutions AG develops and sells Cryptshare, 
a communication solution for email security. It helps thousands of companies worldwide to 
support, optimize, and protect their business processes. The company expanded to the United 
States in April 2017, when Cryptshare Inc. was founded in Boston.

Today, companies are confronted with an ever-increasing volume of electronic communi-
cation that often captures crucial and confi dential aspects of your business. Cryptshare 
is a communication solution for the secure exchange of business information. It enables 
you to send and receive emails and large fi les ad hoc – according to policies, securely, easily, 
and in an affordable way. Cryptshare provides a full audit trail that helps companies adhere 
to compliance rules and regulations; and its high user acceptance reduces the risk of shadow 
IT. Cryptshare is available for IBM Notes, for Offi  ce 365 & Outlook, as a web application, 
and has several automation tools. Cryptshare QUICK Technology will be launched in 2019, 
providing “one-time forever” password. By combining ease of use with permanent security, 
Cryptshare helps companies support, optimize, and secure their business processes. 
Cyptshare – Making e-mail better.

9 EXHIBITORS

befine Solutions AG – The Cryptshare Company
at booth no: 5671/23

For free
1 year of Cryptshare (book 3, pay 2)



 Federal Ministry of the Interior, Building 
and Community
 Alt-Moabit 140
10557 Berlin, Germany

+49 30 186810

ci2@bmi.bund.de
www.bmi.bund.de

The Federal Ministry of the Interior, Building and Community - Directorate-General CI is 
responsible for cyber and information security of citizens, businesses and public administration. 
Its tasks include developing policies, accompanying technical developments and making 
regulatory proposals. It is also responsible for operational supervision of the Federal Offi  ce 
for Information Security (BSI), the Federal Agency for Public Safety Digital Radio (BDBOS) 
and the Central Offi  ce for Information Technology in the Security Sector (ZITiS) as well as of 
relevant divisions at the Federal Offi  ce for the Protection of the Constitution (BfV) and the 
Federal Criminal Police Offi  ce (BKA). In this capacity, Directorate-General CI develops measures 
to improve the authorities’ ability to act in the digital space. It also contributes to more secure 
government systems in two key areas: network infrastructures and cyber security of Federal 
Government ICT systems. Experience gained from these activities is shared in bilateral and 
multilateral forums.

10 EXHIBITORS

Federal Ministry of the Interior, Building and Community
at booth no: 5671/15



 Bundesdruckerei GmbH
 Kommandantenstr. 18
10969 Berlin
Germany

+49 30 2598-0
+49 30 2598-2205

info@bundesdruckerei.de
www.bundesdruckerei.de/en

Bundesdruckerei GmbH supports governments, organizations and companies by providing 
solutions and services for secure identities and secure data. All the technologies and services 
designed to protect sensitive data, communications and infrastructures are “Made in Germany”.
They are based on the reliable identifi cation of persons and objects in the analogue and digital 
world. The company captures, manages and encrypts data, it produces ID and security 
documents and verifi cation devices, develops software for high-security infrastructures and 
supplies passport and ID card systems, as well as automated border control solutions. The 
Bundesdruckerei Group incorporates affi  liated companies D-TRUST GmbH, genua GmbH, 
Maurer Electronics GmbH and iNCO Sp. z o.o. With a workforce of more than 2,500, the Group 
generated revenue of EUR 520 million in 2017. Bundesdruckerei also holds shares in Veridos 
GmbH, DERMALOG Identifi cation Systems GmbH, cv cryptovision GmbH and verimi GmbH. 
For more information, go to: www.bundesdruckerei.de.
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Bundesdruckerei GmbH
at booth no: 5671/19



Helmholtz Center for Information Security (CISPA) 
 Stuhlsatzenhaus 5
66123 Saarbrücken
Germany

+49 681 30271900

ruffi  ng@cispa.saarland
https://cispa.saarland

The Helmholtz Center for Information Security (CISPA) is a newly founded research institution 
located in Saarbruecken, Germany. It has developed from the „Center for IT-Security, Privacy and 
Accountability“ established in 2011 as a German national, BMBF-funded competence center for 
IT-security research.

Cybersecurity is a young and fast-evolving area. As a Helmholtz Center for Information Security, 
we are dedicated to cutting-edge foundational research combined with innovative application-
oriented research in the areas of cybersecurity and privacy. We are committed to the highest 
international academic standards and offer a world-class research environment for the best 
talents and scientists from all countries. 

Currently, our research is centered around fi ve research areas: 
∙   Secure and Privacy-friendly Information Processing
∙   Reliable Security Guarantees
∙   Threat Detection & Defenses
∙   Secure Mobile & Autonomous Systems
∙   Empirical & Behavioral Security

12 EXHIBITORS

Helmholtz Center for Information Security (CISPA)
at booth no: 5671/22



 cv cryptovision GmbH
 Munscheidstr. 14
45886 Gelsenkirchen
Germany

+49 209 1672450

info@cryptovision.com
www.cryptovision.com

cv cryptovision GmbH is a recognized expert for secure and user-friendly encryption technologies 
and solutions for secure electronic identities. With their products and complete solutions, 
people and institutions in the digital world can protect themselves from hacker attacks and 
thus from manipulation, misuse and espionage. More than 250 million people worldwide use the 
company‘s solutions every day to secure their electronic identities and digital communications.
 
Based on 20 years of market experience and a broad background in modern cryptographic 
techniques, such as elliptic curve cryptography, all cryptovision products offer the most 
modern and future-proof technologies.

13 EXHIBITORS

cv cryptovision GmbH
at booth no: 5671/1



 DETACK GmbH
 Koenigsallee 43
71638 Ludwigsburg
Germany

+49 7141 125150
+49 7141 125155

info@detack.de
www.detack.de

Detack GmbH is an independent supplier of high quality IT security audits, penetration testing, 
consulting services, and unique IT security solutions. Satisfi ed customers across the globe, 
from all industries, value Detack as the partner of choice in reaching the highest possible 
IT security level.

EPAS is a patented (USPTO 9,292,681 B2, EP 13155372.9) solution developed by Detack GmbH 
and its Swiss partner Praetors AG. It is an on-premises SaaS solution for enterprise wide, 
automatic and regular password quality assessment and enforcement for a wide range of 
systems. EPAS addresses the overwhelming issue of maintaining secure passwords in large, 
heterogeneous environments. 

The EPAS Enforcer licensed feature systematically prevents the use of weak, reused or shared 
passwords whenever the password is changed. EPAS Enforcer for A/D integrates as an LSA fi lter 
on the Windows Active Directory domain controllers and ensures that passwords meet defi ned 
security requirements when set or changed, in line with a centralized policy mandated by the risk 
category of the information they protect.

14 EXHIBITORS

DETACK GmbH
at booth no: 5671/4



 ECO ASSOCIATION OF THE INTERNET INDUSTRY
 Lichtstr. 43h
50825 Köln
Germany

+49 221 700048-0

cometogermany@eco.de
www.eco.de

eco is the largest Internet industry association in Europe, driving important Internet topics 
forward together with over 1,100 member companies, providing services to help make the 
market more transparent, and representing the interests of its members.

Unlock Germany – Let eco be your door opener to the German market
Germany, the strongest market in Europe, can be a hard nut to crack. The eco Association – 
the largest Internet association in Europe – can open the door for IT & Internet companies 
to move into this coveted market.

eco is a trusted partner for over 1,100 IT & Internet companies, with a strong focus on its home 
market, Germany. The association provides an excellent neutral platform for B2B networking 
for its members. Companies can leverage eco’s network in events to position themselves as 
credible, high-quality business partners, with sponsorship packages for market visibility.

eco also supports its members through legal consultations on German and European law, 
including Data Protection and the GDPR.

15 EXHIBITORS

ECO ASSOCIATION OF THE INTERNET INDUSTRY
at booth no: 5671/18



Federal Offi  ce for Information Security (BSI) 
 Godesberger Allee 185 – 189
53175 Bonn
Germany

+49 228 99 9582-0

bsi@bsi.bund.de
www.bsi.bund.de

The ever increasing permeation of our societies by information technology exacerbates the 
growing importance of security. The threat in terms of the havoc that computer failure, misuse 
or sabotage could cause is greater than ever before. The Federal Offi  ce for Information Security 
(BSI) aims to tackle these complex issues by offering a broad range of services: It detects IT 
security risks, develops preventive security measures and reacts by seeking out appropriate 
solutions.

In doing so, the BSI is fi rst and foremost the central IT security service provider for the Federal 
Government in Germany. However, it also offers its services to the private sector, because 
effective security is only possible when everyone involved contributes. Finally, all users are 
called to be just as cautious online as offl  ine, in spite of all the existing safeguards, to minimi-
ze risks and maximize the numerous opportunities offered by IT and digitalization.

16 EXHIBITORS

Federal Office for Information Security (BSI)
at booth no: 5671/15



 Hornetsecurity GmbH
 Representative: Hornetsecurity Inc.
6425 Living Place, Suite 200
Pittsburgh, Pensylvania 15206, USA

+1 412 9245300

sales@hornetsecurity.com
www.hornetsecurity.com/en

Hornetsecurity is a German cloud security service provider based in Hanover, Germany. Since 
2007 it offers high quality cloud security services in the fi eld of email and fi le security. In the 
meantime, the company has grown to 200 employees and is mainly operating in large parts 
of Europe, Asia, the USA and parts of South America.

Hornetsecurity‘s Cloud Security Services protect the customer‘s IT infrastructure as an upstream 
protective wall in the cloud. All services can be used without additional hardware or software and 
thus not only save maintenance effort, but also costs. Hornetsecurity‘s products can be divided 
into two categories: Mail Security and File Security. In October 2018 the cloud security provider 
launched its latest product: 365 Total Protection is an industry-wide unique Security & Compliance 
Suite specifi cally developed for Microsoft Offi  ce 365. In addition to the high level of quality, all 
products are characterized by their extraordinary usability, simple administration and high grade 
of transparency and control.

17 EXHIBITORS

Hornetsecurity GmbH
at booth no: 5671/2



 INFODAS GmbH
 Rhonestr. 2
50765 Köln
Germany

+49 221 70912-0
+49 221 70912-655

sales@infodas.de
www.infodas.de

INFODAS was founded in 1974 in Germany. We are an independent, family owned business 
with over 100 Cybersecurity and IT experts. The company has been developing Cybersecurity 
products and providing Cybersecurity consulting to government, defense and commercial clients 
for over 40 years. Our product portfolio includes a secure microkernel OS, cross domain / DLP 
solutions or patch management for air gapped networks. 

INFODAS products have a unique security architecture and meet the highest security require-
ments of e.g. the German Federal Offi  ce for Information Security (BSI), NATO & EU. Our products 
and supply chain follow the security by design principle. They are developed and manufactured 
in Germany. They do not contain non-declared backdoors.

INFODAS products are used in the most demanding, mission critical and sensitive operational 
environments around the world (Navy vessels out at sea, containers in the desert, weapon 
systems, air traffi  c control, satellite communication and critical infrastructure (IT/OT)).

18 EXHIBITORS

INFODAS GmbH
at booth no: 5671/25



 ITConcepts Professional GmbH
Representative: ITConcepts Professional, Inc.
4660 La Jolla Village Drive, Suite 100
San Diego, CA 92122, USA 

+1 619 308-6977

info@itconcepts.net
www.itconcepts.net 

ITConcepts is a software systems integrator and vendor, specialized in Identity & Access Manage-
ment, IT Security, IT Service Management and Software Development. We deliver advisory, 
consultancy and products for solutions that automate, secure and improve business processes.

go:Identity is our comprehensive, preconfi gured IAM Solution. Delivered out-of-the-box and 
rapidly deployed, it is based on Best Practice and delivers quick Results for Automation and 
Security. HR Data Integration, Identity Lifecycle Management, Access Governance, Self-Service 
Portal, Foreseeable Cost due to pre-confi gured Best Practice Deployment.
go:Identity reduces Workload, increases Security and ensures full Control of Identities and 
Entitlements, Data Integrity and Quality by Standardization.

go:Consumer is a comprehensive, centralized Solution to provide a 360° Management of your 
B2B and B2C Identities. go:Roles is our comprehensive Solution to analyse, design, control and 
maintain Business Roles. It serves complementary to an IAM System as well autonomously for 
Role Maintenance and Management.

19 EXHIBITORS

ITConcepts Professional GmbH
at booth no: 5671/13



 itWatch GmbH
 Aschauer Str. 30
81549 München
Germany

+49 89 62030100
+49 89 620301069

offi  ce.muenchen@itwatch.de
www.itwatch.de

itWatch –IT-Security innovation with ROI “made in Germany”
itWatch is focused on Data-Loss-Prevention (DLP), endpoint & mobile security, encryption, 
cost-reducing added value and easy-to-use security. Patented itWatch security solutions protect 
your data against theft and unauthorized access.

itWatch Enterprise Security Suite (itWESS): itWESS combines 14 modules for device, port, 
content, media, application, risk, print control and solutions for encryption, endpoint security, 
Data Loss Prevention (DLP), technical enforcement of data privacy and technical support GRC 
by the use of security awareness in real time., E.g. content-fi ltered and encrypted USB control 
incl. protection against BadUSB. Automation is part of itWatch security solutions to achieve cost 
saving value adds at operation. Cost-effi  ciency is the driving factor for the development. itWatch 
products do not only cover endpoint security aspects but also server and infrastructure to 
implement topics like DLP, compliance and data privacy actively and cost effi  ciently with real ROI.

20 EXHIBITORS

itWatch GmbH
at booth no: 5671/5



 Matrix42 AG
 Elbinger Str. 7
60487 Frankfurt am Main
Germany

+49 69 66773838-0

info@matrix42.com
www.matrix42.com

360-degree complete protection for your endpoints
Matrix42 Endpoint Security provides a 360° security management combining the functions 
of data loss prevention, data protection and multi layered pre- and post-infection endpoint 
protection. The software stops advanced malware in real time and prevents data thefts 
by data encryption, device and application control. The special feature: The solution fully 
automates the entire process from prevention and detection up to forensic countermeasures 
in the event of security incidents, without any loss of productivity. Companies benefi t from a 
zero-day defense, lower operational expenses and a higher degree of automation to protect 
their data and endpoints. Business runs as usual, but secure.

21 EXHIBITORS

Matrix42 AG
at booth no: 5671/1221 EXHIBITORS



 MB connect line GmbH
 Winnettener Str. 6
91550 Dinkelsbühl
Germany

+49 98515 825290

marketing@mbconnectline.de
www.mbconnectline.com

As independent medium-sized business, MB connect line is the pacemaker when it comes to 
solutions for professional communication via internet. The main focus is a secure connection of 
machines and plants for remote maintenance, data collection and M2M-communication.

Industry 4.0 introduces the all-encompassing digitalization of the complete chain from planning 
and development to production and logistics. We deliver compelling solutions not only because 
of their functionality but also because of their strong data security: they are hardened against 
unauthorized access, manipulation and spying.

The fundament of our success as a supplier of future technology are well trained and highly 
skilled specialists. Besides offering various training opportunities to our employees, we are 
offi  cial training partner of the Chamber of Industry and Commerce. As cooperation partner of 
the Duale Hochschule Heidenheim (university of cooperative education) we offer several degree 
courses in information technology.

22 EXHIBITORS

MB connect line GmbH
at booth no: 5671/6



 MTG AG
 Dolivostr. 11
64293 Darmstadt
Germany

+49 6151 8000-0

contact@mtg.de
www.mtg.de

MTG offers a comprehensive portfolio of state-of-the-art quantum safe security products (PQC) 
ready for use today. MTG is a leading expert for encryption technologies in Germany (e.g. PKI, 
KMS). MTG’s IT security solutions effectively secure critical infrastructures and the Internet 
of Things (IoT).

MTG Product & Service Portfolio
1. PKI Product (MTG-CARA): A fl exible, confi gurable, multi-tenant CA system for the generation  
 and administration of certifi cates using traditional and post-quantum cryptography (PQC).
2. MTG-Key Management System: Centralized, highly available management and encryption of  
 traditional and PQC keys for various applications.
3. MTG PQC Suite: Web Server, Browser, Email, Document Signing. Complete suite of crypto-agile 
 applications using hybrid PQC schemes suitable for any IT-infrastructure. Based on industry  
 solutions like Firefox, Thunderbird, Tomcat, Apache HTTP.
4. PQC-HSM: Protection and usage of PQC keys for compliance with industry standards.
5. PQC Services: Seamless integration of PQC into existing customer applications and products 
 by leading PQC experts.

23 EXHIBITORS

MTG AG
at booth no: 5671/24



 NCP engineering GmbH
 Dombühler Str. 2
90449 Nürnberg
Germany

+49 911 99680

info@ncp-e.com
www.ncp-e.com

The world leader in remote access VPN solutions
NCP offers a unique product portfolio for professional work in a comprehensive VPN, cutting-
edge technology in VPN client/server components, a central remote access management and 
IoT security solutions. All products are optimized for Cloud VPN and SaaS.
NCP Secure Entry Client Suite
The NCP Secure Entry Clients for Windows, Android and macOS are one-click solutions. The 
IPsec clients automatically selects the appropriate fi rewall policy, controls internet connectivity, 
secures hotspot login and initiates the setup of a VPN tunnel. 
Fully automated VPN solution with central management
Enterprise remote access designed for scalability and organizations with more than 100 remote 
users: Based on more than 30 years of remote access experience, our comprehensive VPN 
solution is designed to meet the requirements of users, IT staff and controllers. The result is a 
cost effi  cient, fully automated and highly secure Remote Access VPN solution.
IIoT Security
NCP offers software components for secure data communication for Industrial Internet of 
Things (IIoT) scenarios. The NCP Secure Enterprise Management solution bridges the gap 
between operational IT and production IT located in devices and machines.

24 EXHIBITORS

NCP engineering GmbH
at booth no: 5671/16



 QGroup GmbH
 Berner Str. 119
60437 Frankfurt am Main
Germany

+49 69 905059-0
+49 69 905059-29

info@qgroup.de
www.qgroup.de

QGroup was founded in 1993 and works in the area of IT Security and High Availability. The 
company has its headquarter in Frankfurt am Main, Germany and also staff in the US and 
Canada. QGroup is partnering with General Dynamics Mission Systems as Center of Excellence 
for the trusted operating system PitBull from General Dynamics. The company has long lasting 
experience with military, governmental as well as commercial customers. QGroup supports 
with security consulting, penetration testing and is offering a 7x24h Security Incident Response 
Team for its customers. QGroup is using pragmatic military security strategies for nonmilitary 
customers to fulfi ll the security needs of tomorrow already today.

25 EXHIBITORS

QGroup GmbH
at booth no: 5671/3



 QuoScient GmbH
 Radilostr. 43 
60489 Frankfurt am Main
Germany

+49 69 33997938

curious@quoscient.io
www.quoscient.io/de

QuoScient provides companies and organizations across all industries with our expertise in 
the fi ght against cybercrime. Our holistic Digital Active Defense approach and modular Defense-
as-a-Service security solutions empower our customers against digital threats of all kinds.

QuoLab is a collaborative and threat driven Security Operations Platform designed as a “one 
stop shop” for security teams. Providing end users with access to a variety of data sources and 
analytical tools allows them to understand, contextualize and prioritize responses to threats 
targeting their organization.

With QuoLab, security teams can take a holistic approach when conducting active defense by 
combining relevant information with their own technical knowledge. 

QuoLab garantuees confi dentiality when sharing confi dential information with other security 
experts by anonymizing data with high granularity, protecting the interest of your organization. 
Shared information infl uences the effectiveness of QuoIntelligence content enabling teams 
to stay ahead of the ever-evolving threat landscape.

26 EXHIBITORS

QuoScient GmbH
at booth no: 5671/21



 Search Guard – fl oragunn GmbH
 Tempelhofer Ufer 16
10963 Berlin
Germany

+49 30 89379249

info@fl oragunn.com
https://search-guard.com

Search Guard® is an Open Source security suite for Elasticsearch and the ELK stack that offers 
encryption, authentication, authorization, audit logging, multitenancy and compliance feature.

Rock solid enterprise security on all levels. Search Guard gives you full security control
over your Elasticsearch environment. Whether you just want to encrypt data in transit, authenticate
users against Active Directory, use Kerberos or JSON web tokens for Single Sign On or need to
monitor and log malicious access attempts, Search Guard is your one-stop-shop solution.

The Search Guard highlights:
∙   Completely Open Source
∙   Unlimited nodes license
∙   Non-productive systems free
∙   Compliance features
∙   Veracode certifi ed

27 EXHIBITORS

Search Guard – floragunn GmbH
at booth no: 5671/14



 Secomba GmbH
 Werner-von-Siemens Str. 6
86159 Augsburg
Germany

+49 821 90786150

info@boxcryptor.com
www.boxcryptor.com

Boxcryptor is an easy-to-use encryption software optimized for team work as well as private 
use. It provides an extra layer of security for company data, to make sure that all sensitive 
information is secure. The software is intuitive, available cross-platform, and it offers many 
features for management, compliance, and collaboration.

Boxcryptor is valued by company clients and private users worldwide. It is optimized for adding 
end-to-end encryption to market leading clouds – such as Dropbox, Google Drive, Microsoft 
OneDrive, or Box – as well as to clouds that use the WebDAV protocol or local network-attached 
storages. The Enterprise plan offers premium features optimized for large teams, such as Single 
Sign-on, personal setup assistance, two-factor authentication, or activity auditing.

28 EXHIBITORS

Secomba GmbH
at booth no: 5671/20

For free
Boxcryptor Business 1-Year for free



 secunet Security Networks AG
 Kurfuerstenstr. 58
45138 Essen
Germany

+49 201 5454-0

info@secunet.com
www.secunet.com

secunet is Germany’s leading provider for superior IT security, and has been a security partner 
of the Federal Republic of Germany since 2004. At secunet, more than 500 specialists are 
focused on issues such as cryptography, biometrics, e-government, critical infrastructure and 
automotive security.

Nowadays, Workstations need to be fl exible. There are high expectations in terms of convenience, 
security and effi  ciency. With our SINA Workstation S, a mobile crypto client, customers can 
communicate with server areas via a high grade IPsec VPN. A key component of the IT infra-
structure in high security networks are our SINA L3 Boxes S. They connect public authority or 
corporate networks via the Internet by a high secure IPsec VPN tunnel. Even in complex 
networks military grade security can be achieved with low effort: With SINA SOLID (Secure 
OverLay for IPsec Discovery) dynamic IPsec-based security associations are confi gured 
automatically. New member in the portfolio: SecuStack, which is a security-hardened OpenStack 
Cloud infrastructure solution. It comes with various features securing the data provided by users.
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 TÜV Informationstechnik GmbH
 Langemarckstr. 20
45141 Essen
Germany

+49 201 8999-9

info@tuvit.de
www.tuvit.de/en

TUV Informationstechnik (TUViT) is a leading IT security service provider. Our experts concentrate 
on Common Criteria evaluations, cyber security, mobile security, industrial security, penetration 
tests, audits in accordance with ISO/IEC 27001, and the testing and certifi cation of data centers.

High Level IT Security Services for Industry 4.0
Industry 4.0 creates new industrial processes which are increasingly controlled on a decentralized 
and dynamic basis by IT, but less interaction and monitoring executed by human beings. In this 
intelligent, autonomous acting and full connected world, the threat of external attackers and 
internal perpetrators is reaching a new dimension. Therefore, “IT Security by Design” for all 
interacting components needs to be implemented to defend against potential cyberattacks. 
TUViT supports its customers with consulting, testing and certifi cation services for the effi  cient 
realization of Industry 4.0 technologies. Moreover TUViT supports in developing cyber security 
awareness and offers comprehensive turnkey solutions for protecting against cybercrime.
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